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At a time when the theft of customer information often leads to executive-level shake-ups, boards
are taking a greater role in evaluating the adequacy of their organisations’ cybersecurity, according
to digital board solution provider Diligent.

At a time when the theft of customer information often leads to executive-level shake-ups, boards
are taking a greater role in evaluating the adequacy of their organisations’ cybersecurity, according
to digital board solution provider Diligent. But many boards have yet to apply the same level of
scrutiny to their own security, the company claims.

In an effort to help boards address this issue, Diligent has developed a whitepaper that can be used
by directors and senior management as an evaluation framework. The whitepaper focuses on three
main areas: where data is stored, the strength of “locks” that provide access, and the control of
“keys” for entry.

The following questions are addressed in the whitepaper:
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    - How is your board data stored?
    - How strong are the locks?
    -  Who controls the keys?

To read the whitepaper in Spanish, click here

To read the whitepaper in English, click here

If you want to learn more about this issue, join us at the forthcoming webinar on 14th October 2015.
Free registration for Iberian Lawyer readers. Please send an email to
compliance@iberianlegalgroup.com for more details.
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